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Wireless networks, especially decentralized networks are use tremendously these
days Because of these properties and broadcast nature of the wireless medium Cooperating jamming method can increase the secrecy of the communicationdays. Because of these properties and broadcast nature of the wireless medium
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Cooperating jamming method can increase the secrecy of the communication
they are very sensitive to passive and active attacks from unwanted parties. In 1975, between T and R, and reduce the vulnerability region. In this technique, the jammer
Wyner defined the wiretap channel for establishing the possibility to create secure
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communication on the physical layer without use of cryptographic algorithms [1]. to interfere with the eavesdropper’s received signal. ‘Unfriendly’ nodes which are
Since then many information theoretic results [2] based on this channel focus on
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close to the eavesdropper, or closer to the eavesdropper than to the legitimate

the idea that there is much to be obtained from security coding at the physical layer. receiver, are likely to be useful jammers. The eavesdropper will be obstructed with
The aim of information‐theoretic secrecy is to provide perfect secure
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interference, which mean it will become much weaker than the legitimate receiver

communication between two legitimate communicating parties in presence of an for interrupting the legitimate communication.
eavesdropper

for interrupting the legitimate communication.
eavesdropper.

The capacity between transmitter and receiver and transmitter and eavesdropper is
Introducing additional node jammer or ‘unfriendly nodes’ as a cooperative method
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etrts CCC 
Therefore in this research work is consider establishment of positive secrecy

etrts ,,
Therefore, in this research work is consider establishment of positive secrecy
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From equitation (5) we can conclude that, if dt,r < dt,e than the secrecy capacity is
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CONCLUSIONIn this research work we consider the scenario depicted in Fig 1 Two dimensional CONCLUSIONIn this research work we consider the scenario depicted in Fig.1. Two‐dimensional
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eavesdropper (E) that is uniformly distributed random point E E En in the region information‐theoretic secrecy is guaranteed.eavesdropper (E) that is uniformly distributed random point E₁, E₂,….En in the region
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distance between transmitter and receiver is smaller than the distance betweenRJ E distance between transmitter and receiver is smaller than the distance between
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E E • Choosing the best distribution for position of the jamming nodeE₁ E₃ • Choosing the best distribution for position of the jamming node.E₁ E₃
• Introducing more than one jammer in the communication system• Introducing more than one jammer in the communication system.

• Involving more than one eavesdroppers with unknown locationsInvolving more than one eavesdroppers with unknown locations.
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dtr djr distance between transmitter and receiver jammer and receiverdtr, djr distance between transmitter and receiver, jammer and receiver

U i it f I f ti S i d T h l “St P l th A tl ”β the path loss coefficient β = 3 University  of Information Science and Technology “St. Paul the Apostle”β the path‐loss coefficient, β = 3
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